
CSR Tools

Troubleshooting "Broken Tools"
This document is intended to help Tier 3 Server Operations find the source of tools-related outages. Keep in mind, the goal of troubleshooting is to
isolate the locations and/or processes in which the error might be occurring.

NOTE: The steps have been created in this order to better isolate more common problems first. Continue through these steps only if you DO NOT
receive an error. If an error occurs, focus your efforts on determining its course, or the root of the error before proceeding.

 

For a PDF version of this document, click here.

 

Prerequisites

You must have have the following to proceed:

MSO CTL account●   

SecurID●   

Web login for Customer Service Tools●   

Web browser●   

 

Local
Check the NOC trouble ticket for the subscriber's logins and the tool believed to be broken. If this information is missing, return (de-escalate)
the ticket back to the NOC, as you cannot proceed without it.

1.  

Open the Customer Support Tools http://www.support.home.net/ page in a Web browser.2.  
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Click The@Home Tools link. The following screen displays:3.  

 

Log in as a Customer Support Representative. The following screen displays:4.  
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Click Network Diagnostics. The following screen displays:5.  
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Click Network Diagnostics (MSO version).NOTE: Sessions will not expire, but if the server is "kickstarted", you will have to log in again.
The following screen displays:

6.  

 

 

Enter the subscriber's User Name, Modem Serial #, Computer DNS Name (Hostname), or Computer IP Address.7.  

Click Find Subscriber or Find Computer. The following screen displays:8.  
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Click the subscriber's login under Subscriber Login. The following screen displays:9.  

CSR Tools

file:///C|/WORK/CSRtools/index.htm (5 of 11) [1/19/2001 1:33:44 PM]



 

 

Select the appropriate account (This subscriber has a Multi-User Account). The following screen displays:10.  

 

 

Select the appropriate Subscriber's computer under Computer (the Subscriber in the example has multiple computers). The following screen
displays:

11.  
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In the Select Tool drop-down menu, find the tool you want to run:12.  
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NOTE: For a complete list of available tools, with descriptions, click Help.

Select the tool you want to run.13.  

Click Submit. Below is an example of a results screen displayed when a tool check has been run.14.  
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Try to duplicate the error reported.

If you are unable to duplicate the error, de-escalate and gather more information.

If you were able to duplicate the error in the ccui, try to isolate the failure by running the command on the command line.

 

Remote from Local

To run the tool from the command line

From a Sun workstation, open a Terminal window.1.  

Log in to fulcrum using a msoctl account. Type the command ssh -l <XX>msoctl www.support.home.net where XX = your initials.2.  

Enter your securID.3.  

Type the command priv msoctlchroot. You are now in the privileged environment.4.  

Type cd /tmp to navigate to the temp directory.5.  

Type grep <subscriber> where subscriber = the support tools login name you used to login at the web browser login page.6.  

Example

 

Highlight the most recent log entry starting with "/tools" all the way to the end of the argument list, which always ends with -recordDelimiter
'~'.

7.  
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Example

 

Copy the highlighted command with arguments.8.  

Open a new Terminal window (ssh session) following steps 1 to 5 in this section.9.  

In the /tmp directory, use VI Editor to create a test file.

Example: vi run_modem_check.sh

10.  

Paste the copied command into the new, blank file.11.  

Save the new file.12.  

Run the new file from the command line.13.  

Example

 

Compare the output of the new file against the log entry in the initial grep window. The results of the script should be the same as displayed in
the second part of the output which starts: "Just called checkModem script,.." A successful result will say "is successful = true", an
unsuccessful result will say "is successful = false".

14.  

Example

 

Note the error code, error text, and error severity, if any. Use this information to update the NOC ticket, then escalate.15.  

Determine if there is an ssh command by vi'ing the file.16.  

Example

Example

 

If there is no error, then de-escalate with the reason "Not reproducible".17.  

If there is an ssh command, navigate to the /tools/current directory to analyze the test script from the log.18.  

See the next section to log in with ssh to the remote machine.19.  

 

To determine if you can login with ssh to the remote machine

Run /usr/bin/ssh -l msotool <haname> where <haname> is determined by -rdc, such as ha1.RDC1.SFBA.HOME.COM for example.1.  

If successful, you will see the $ prompt from the remote machine.2.  

Example

 

Run cat /etc/resolv.conf to verify you have the correct remote machine. Default will show machine name, such as:
ha1.RDC1.SFBA.HOME.COM.

3.  

Example

 

CTRL-D to end the session.4.  

The command line displays: connection to <remote machine> closed.5.  

Run the remote script from the fulcrum command line.6.  

 

To determine if you can run the remote script from the fulcrum command line

Repeat the mso tool login.1.  

Determine the variables to pass to the ssh script by searching for the $ prompt in the script to see the variables, script names and parameters
listed.

2.  

vi the file. From the code find the <cable IP> set of parameters from the first grep window.3.  

Copy the remote script.4.  
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